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Enroll

ID

Name

Up key to switch input method

2|
Face Finger Card

Enroll

RFID

PWD

 Modify  Modify

3   User TZ

4    Photo 

5    Role                User

6    PWD

7    Card

8    Face                 1

9    Finger               1

10  Valid date          NO

11   Delete

wm



Menu

Users

Viewlnfo

Reports Settings

Reports

Reports Logs

Settings

Device Time Rec.Rule

Network Initial LockCtrl

LockCtrl

1    Time Setting                  

2    Users to Open            1

3    Unlock For                  5 Sec.

4    Sensor Type               Disable

5    Sensor Delay             10

6     Anti Passback           No

7     Alert Delay                1          

8     Turn Off Alarm        

9     Tamper Alert              No

10   Wiegand Format       WG 34

11   wiegand Output         User ID

12   Wiegand Input           Card Number



The type of door magnet: there are three types: Disable, Open, Closed; 
“Disable” means don’t  use the door magnet function, “Open” means that 
the door is in a normally open state when the door is closed,  “Closed” 
means that the door magnet is in a closed state when the door is closed.

After triggering tamper switch of the machine, it starts to alarm if over the 
delay time

After opening or closing the door, the time start to detect the door 
status, default 10 seconds, max 255 seconds.



FC/face, FP/fingerprint, P/password, C/ID/IC card, or any combination to 
verify

The time that back to the menu after verification

Time to display screen saver

To set the time for bell ringing, up to 24 rings can be set in a day

To set the sleep time after screen saver mode, touch screen or any button 
can light the screen

Open the AB access control function for optional

English or other language for optionalLanguages:

Admins:

Volume:

Verify Mode:

Verified Screen:

Screen Saver

Sleep Time:

Set Bell

Serial Settings:

0 to 10 optional

0 to 10 optional

Settings

Device Time Rec.Rule

Network Initial LockCtrl

 Device

1   Language                  English

2    Admins                      5

3    Volume                      1

4    Verify Mode               FC/FP/P/C

5    Verified Screen         1 Sec.

6    Screen Saver            0 Sec.

7    Sleep Time                0 Min.

8    Set Bell      

9    Serial Settings           Disable



Reset Default: All the setting information will be restored to the factory data, but the
user registration data and attendance records will not be cleared.

Delete All Logs: All attendance records will be deleted, but the user information will
not be deleted. The password is 8282.

Delete all registered users, the password is 8282, please use it with
caution.

Deleting the management rights of all users will not delete the user
registration information, and the password is 8282.

Delete all attendance records and user registration information, the
password is 8282, please use it with caution.

Delete All Users:

Delete All Manager:

Delete All Data:

Upgrade From USB:
When the firmware is updated, put the firmware in a USB flash drive, 
insert the USB flash drive into the USB interface, and press "OK" to
upgrade the firmware.

Settings

Device Time Rec.Rule

Network Initial LockCtrl

 Initial

Reset Default

Delete All Logs

Delete All Users

Delete All  Manager

Delete All Data

Upgrade From USB
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